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| Name: | Mr. G Yaswanth Kumar |
| Qualification | Diploma in Computer Science |
| Designation | IT Associate |
| Experience | 6.5 Years |
| Contact Number | 7801054858 |
| **Professional Preface**   * Having a 6.6 years of professional experience IT environment  1. 1.6 year as a Security Analyst in Andhra Pradesh Technology Services Ltd. 2. 1.6 year as a Network Engineer in Akshara Enterprises Pvt Ltd. 3. 3.6 years as a System Administrator in HCL Infosystems & Akshara Enterprises.  * Performed security audit on 40+ web applications, 2 mobile applications, 10 red team audit and 8 infrastructures. * Completed **CEH v10** Certification. * Completed **PWK** attempting **OSCP** certification**.** * Having good knowledge on OWASP Top 10 Vulnerabilities. * Creating the Risk Assessment framework and checklist and conducting the risk assessment for the applications. * Having hands on experience on tools NMAP, Nessus, Burp Suite and Metasploit frame work. * Networking knowledge and familiarity with fundamental network protocols and functions, TCP/IP, DNS, Network Address Translation, VPN, LAN, and WAN Configurations. * Effective Communication Skills and interested in learning new tools. * Web Services (IIS, Apache), Name Servers, MX Record, Nmap, Wireshark, Nikto, Metasploit, Aircrack-ng, Acunetix, Zenmap, Netcat * Operating Systems: Windows 10, 8, 7, Vista, XP, 2003, 2008, 2012, DOS,Linux, Kali, Parrot OS. * Software: MS Office 2016, 2013, 2010, 2007, 2003, Office 365, Norton Utilities, PC Anywhere, McAfee, Symantec Ghost, VNC or DameWare Mini Remote Console, Email (Microsoft Exchange, Lotus Notes Mail) and many others. * Hardware: Intel, HP Proliant DL380, HP ML570. * Virtualization: VMware Workstation, HYPER-V * Networking: Routers, Switches, Modems, Hubs, Bridges and Cisco networking devices, trained in CCNA. * Certifications: Certified in Ethical Hacker, Pursuing OSCP * VA/PT Tools: Commercial tools like Acunetix, Nessus, Nexpose, Metasploit, Burp Suite & open source tools . | |